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Agenda Item:
8.4
1 Decision/action requested 
This contribution proposes a conclusion for Key Issue #13.
2 References
[1] S3-192508

Reply LS on RRC Connection Re-Establishment for CP for NB-IoT connected to 5GC.

[2] S3-191835

LS on RRC Connection Re-Establishment for CP for NB-IoT connected to 5GC.
3 Rational
As depicted in SA2’s LS S3-192508 [1] and RAN2’s LS S3-191835 [2], it is feasible to introduce the RRC Connection Re-Establishment for control plane for NB-IoT connected to 5GC. 

In LTE, Kasme is not changed when MME changes. So, in 5G, in case that Kamf is not changed, it is proposed to reuse already defined procedure as depicted in clause 6.20.2.1.
In case that Kamf is changed which is new feature in 5G, it is proposed to use security handling as depicted in clause 6.20.2.2.
4 Detailed proposal
********** START OF 1st CHANGE **********
7.X 
Key Issue 13: Security Handling in RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC
Reused solution depicted in clause 6.20.2.1 is recommended for normative work for Security Handling in RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC when the KAMF is not changed.
********** END OF 1st CHANGE **********
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